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1	Decision/action requested
It is proposed to add the security requirements for GVNP of type 3 into clause 5.2.5.z.
2	Rationale
This contribution describes the security requirements for GVNP of type 3 to mitigate the security threats described in clause 5.2.4.4.2.

3	Detailed proposal
****************** Start of the change ******************
5.2.5.z Security functional requirements and related test cases for GVNP of type 3
5.2.5.z.1 Introduction
All texts from clause 5.2.5.5.1 can be basically applied to GVNP of type 3. The security functional requirements deriving virtualisation are detailed in clause 5.2.5.z.7.
5.2.5.z.2 Security functional requirements deriving from 3GPP specifications and related test cases
5.2.5.z.2.1 Security functional requirements deriving from 3GPP specifications – general approach
The clause 4.2.2.1 in TS 33.117 [4] also applies to security functional requirements deriving from 3GPP specifications and the corresponding test cases of GVNP type 3. 
5.2.5.z.3 Technical baseline
All texts from clause 5.2.5.5.3 apply to GVNP of type 3.
5.2.5.z.4 Operating systems
All text from TS 33.117 [4], clause 4.2.4 also applies to guest operating systems and host operating systems for GVNP of type 3.
5.2.5.z.5 Web servers
All text from TS 33.117 [4], clause 4.2.5 also applies to GVNP of type 3.
5.2.5.z.6 Network devices
All text from clause 5.2.5.y.6 also applies to GVNP of type 3.

****************** End of the change ******************

